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On December 4, 2002, the Office of Civil Rights
(OCR) within the United States Department of
Hedth and Human Services (DHHS) released
further guidance (Guidance) on the Standards for
Privacy of Individuadly Identifiable Hedlth
Information (Privacy Rule) issued pursuant to
HIPAA. The Guidance first provides an overview
of the Privacy Rule and its evolution. It then
explains select elements of the Privacy Rule and
provides answers to frequently asked questions.
The Guidance contains new information and
expands on previous explanations that were the
subject of prior OCR guidance. Highlighted
below are the key aspects of the Guidance.

Incidental Uses and Disclosur es

The Privacy Rule permits incidental uses and
disclosures of protected health information (PHI),
as long as a covered entity applies reasonable
safeguards and, where applicable, the minimum
necessary standard.

Reasonable safeguards are those administrative,
technica and physical safeguards that protect
against uses and disclosures not permitted by the
Privacy Rule.  They are not intended to
compromise quick, effective and quality health
care. Reasonable safeguards will vary for each
covered entity, depending on the size and nature
of its business. In establishing reasonable
safeguards, a covered entity must weigh the
potential risks to patient privacy, the effects on
patient care and related financiad and

administrative burdens. Examples of reasonable
safeguards include:

» Using alowered voice when discussing PHI in
public areas,

* Avoiding use of patient names in public
hallways or elevators, and posting signs to
remind employees to protect patient
confidentiality;

» Isolating or locking file cabinets or record
rooms;

* Limiting non-employee access to areas
containing PHI;

 Placing patient charts facing the wall or
covering them to limit the visibility of PHI;

* Requiring an escort for non-employees
through areas containing PHI;

* Using passwords on computers maintaining
PHI;

* Having patients stand a few feet back from a
pharmacist counter used for patient
counseling;

* Using cubicles, dividers, shields, curtains or
similar barriers where multiple staff-patient
communi cations occur;

e Limiting PHI disclosed on a patient answering
machine or over an intercom system; and

* Not showing the purpose of a physician visit
on patient sign-in sheets.
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Reasonable safeguards do not necessarily require
structural  or system changes, such as
soundpoofing rooms or encrypting telephore
systems or medical radio communications. The
Privacy Rule does not require that all risk of
incidental uses and dsclosures be diminated.

Minimum Necessary Standard

The Guidance reiterates that covered entities must
take reasonable steps to limit the use or disclosure
of, and requests for, PHI to that which is the
minimum necessxy to adieve the intended
pupcse. OCR plans to provide alditional
guidance on this gandard in the future and will
monitor its workability to ensure that it does not
impair timely accessto hedth cae.

The Guidance notes that the minimum necessary
standard dces not apply to:

» Disclosures to o requests by a heath cae
provider for treament purposes;

e Disclosures to the individua who is the
subjed of the PHI;

e Uses or disclosures based on the individua’s
authorization;

* Uses or disclosures required for compliance
with HIPAA;

» Disclosures to DHHS when required under
HIPAA for enforcement purposes; and

» Usesand dsclosures required by other law.

Case by case review of each use of an entire
medicd record is unrecessary. Insteal, the
covered entity’s policies and procedures must
indicate those drcumstances when dsclosure of
the eitire record is appropriate ad why.
Individual review of each routine or reaurring
disclosure or requests is also unrecessry; rather,
standard protocols limiting the PHI disclosed or
requested to that minimaly necessry are
appropriate.  In contrast, nonroutine or non

reaurring disclosures and requests doud be
reviewed individually to determine the goplicable
minimum necessry PHI to be disclosed in
acordance with establi shed criteria.

Generally, covered entities may reasonably rely on
the judgment of the party requesting the disclosure
of PHI as a request for the minimum amount of
PHI neaded. The Privacy Rule, howvever, daces not
require this reliance, and a covered entity aways
has the discretion to make its own minimum
necessary determination.

OCR provides the following additiona
clarifications:

» Covered entities must determine what PHI is
ressonably necessary for a particular purpose
based on their business and workforce and
implement polices and procedures
acordingly. There is no “one size fits al”
approadh. The standard is described as a
“reasonableness’ standard rather than a “best
pradices” standard, and covered entities
shoud be guided by their professona
judgment and standards.

* The standard does nat apply to disclosures or
requests for treatment purposes, bu does
apply to uses of PHI for treament purposes.
Covered entities are given significant
discretion onhow to implement the standard,
through role-based access padicies and
otherwise.

* Since medicd training programs are part of
hedth care operations, covered entities can
formulate their minimum necessary pdlicies
and pocedures to allow access to PHI as
needed for health care training needs.

* Hedth care providers are not required to make
a minimum necessry determination to
disclose PHI to Federal or State agencies (e.g.,
the Socia Seaurity Administration) or its
affili ated State agencies, in connedion with an
individual’s applicaion for Federal or State
benefits.
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* Hedth care providers can accept a Federal or
State ggency’s authorization form as long as it
meds the requirements of the Privacy Rule.
Accordingly, it is likdy that we will see
modificaions made to agency authorization
forms to ensure cmpliance with Privacy Rule
requirements.

* The minimum necessary standard does not
conflict with HIPAA’s electronic transadion
standards information requirements because it
only applies to the optional data dements and
naot to required or situational data dements.

* A covered hedth care provider may disclose
medicd records, including PHI in those
records created by other providers, for
permissble purpases (e.g., treagment).

A covered entity may reasonably determine
that a request for PHI by a researcher who has
an Ingtitutiona Review Board o Privacy
Board waiver of authorization meds the
minimum necessary standard.

* A covered entity may reasonably rely on
requests from a business associate of ancther
covered entity as being compliant with the
minimum necessry standard because the
business associate ntrad must limit the
businessasciate’ s uses and dsclosure of (as
well as requests for) PHI to those mnsistent
with the cvered entity’s minimum necessary
palicies and procedures.

Per sonal Representatives

The Guidance, for the most part, reiterates the
deference granted urder the Privacy Rule to the
determination uncer State or other applicable law
of who may be treded as a persond
representative.  State or other applicable laws
regarding hedth care powers of attorney continue
to apply, and the scope of personal representation
will depend on the aithority granted under the
State or other law.

The Guidance darifies when family members may
aacessPHI of other family members, as described
below:

» Disclosure of PHI for tregment purposes does
not require aithorization — even when the
disclosure is for the treatment of another
individual. A covered entity may, therefore,
disclose PHI of one family member if
necessry for the treament of ancther family
member.

* A covered entity must treat a deceased
individual’s legaly authorized exeautor or
administrator as a personal representative with
resped to PHI relevant to such representation.

e The Privacy Rule imposes no spedfic
additional requirements on covered entities for
identifying or verifying a persona
representative. Sincethis is a matter for State
or other law, covered entities shoud continue
to identify such persons as they do naw.

The Guidance reiterates that parents generaly
have accessto the medicd records of their minor
children except: (1) when the minor consents and
consent is required urder State or other law, (2)
when the minor obtains care & the diredion d a
court or person appanted by a ourt, and (3)
when, and to the extent, the parent agrees that the
minor and hedth care provider may have a
confidential  relationship. The Guidance
emphasi zes that:

» A paent may have access even in these
exceptional situations when State law either
requires or permits sich parental access

* The hedth care provider must get the child’'s
permisson to ndify the parent where State or
other law is slent abou whether the provider
may allow parent accessto PHI when the diild
has previously consented to treament withou
parental consent.

* Generally, parents may aso access their
child's medicd records when the child
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recaved emergency medicd care withou
parental consent.

Business Associates

After reviewing what a business asociate is and
providing some examples, the Guidance eplains
what must be included in a business asxciate
agreament and refers to sample businessasciate
contrad language that can be found at
http://www.hhs.gov/ocr/hipaacontractprov.html.
The Guidance then reviews the gplicable
compliance dates for business asociate mntrads,
including the transition provisions, which grant an
extra year for compliance with business asociate
contrad requirements for certain contrads. All of
these provisions have been described in prior
editions of HIPAA LAW FOCUS, which can be
foundat www.horigman.com.

The Guidance notes that a business assciate
contrad is nat required in the foll owing situations:

*  When a hedth care provider discloses PHI to a
hedth pan for payment purposes or merely
acqcepts a discounted rate to participate in the
plan’s network. In those drcumstances, each
party is ading on its own behaf and nd on
behalf of the other covered entity. The sameis
true when a mvered entity buys a hedth
insurance product from ancther covered entity.

*  When accessto PHI is incidental, such as in
conredion with janitorial services, and certain
contradors, such as electricians, plumbers, or
copy madiine technicians. In those caes,
contad with PHI is limited in nature, does not
ocaur as part of the regular performance of
duties and cannat reasonably be prevented.

* When a person a entity is ading merely as a
messenger for PHI such as the United States
Postal Service private couriers and their
eledronic euivaents. In that case, no
disclosure of PHI is intended by the covered
entity and the probability of expasure of PHI
to these entitiesisvery small.

* When covered entities participating in an
organized hedth care arrangement (OHCA)
make disclosures of PHI that relate to the joint
hedth care activities of the OHCA.

e When PHI is disclosed to a researcher for
research puposes based on a patient
authorization, waiver of authorization, a in
the form of alimited data set.

* When a financia institution pocesses
consumer-conducted financial transadions by
debit, credit or other payment card, o cleas
cheds, initiates or processes eledronic fund
transfers or other adivities that faalitate or
effect the transfer of funds to pay for hedth
care or health pan premiums.

The Guidance dso clarifies the foll owing:

A covered entity with a @mntrad eligible for
the one-year extension for compliance with the
business assciate requirements must still
fulfill it s other duties under the Privacy Rule,
even if those duties require asgstance from its
businessassociates.

* Businessasxciates may not self-certify or be
cetified by a third party as compliant with
HIPAA instead o entering into a business
associate mntrad.

* Accaeditation aganizations are business
asciates of the mvered entities that they
acaedit. If, however, only alimited data set is
disclosed to the acreditation agency, only a
data use agreement is required.

* While no buwsiness assciate ntract is
required between hedth care providers for
treadment purposes, a hedth care provider can
be abusiness associate of another health care
provider (e.g., when a physician is hired by a
hospital to asgst in the training of medicd
students at the hospital).
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A covered entity may make permitted
disclosures to another covered entity’'s
businessassociate.

Physicians with hospital privileges are part of
an OHCA and may disclose PHI for the joint
hedth care activities of the OHCA withou
entering into abusinessassociate @ntract.

In some caes, an entity that performs business
asciate services can be deemed part of a
covered entity’s work force and exempt from
the business asxciate requirements.  For
example, when a shredding company performs
its ervices on site & a hospital, and is under
the dired supervision and control of the
hospital, no business asociate ntract is
required.

The Privacy Rule governs covered entities, na
businessassciates. To ensure its compliance
with the individual rights requirements of the
Privacy Rule, however, a cvered entity may
contrad with its business associate to ensure
that Privacy Rule requirements are met. This
may be particularly relevant when the business
asociate is the only holder of a designated
record set.

Eledronic business assciate @ntrads with
eledronic signatures are permitted as long as
such contracts med the requirements of
applicéble State law.

A covered entity may contrad with a business
asciate to creae alimited data set in the
same way that it can contract with a business
asciate to creae de-identified information.
The business associate must agreeto return o
destroy the information that includes the dired
identifiers once it has finished the conversion
for the covered entity. If the only PHI that is
disclosed to a business asociate is a limited
data set, only adata use ayreement isrequired.

A re-insurer is not a business asociate of a
hedth plan because each entity is ading on its
own behaf when the health pan buys the

reinsurance benefits and when the plan
submits a daim to the re-insurer and the re-
insurer pays the daim. It is posgble for a
business associate relationship to arise if the
re-insurer performs other services for the
hedth plan or if it performs certain functions
unrelated to the reinsurance benefits.

Software vendors may or may nat be business
asciates of covered entities. The mere act of
selling software to a vered entity does not
crede abusiness associate relationship if the
venda does nat have acess to PHI of the
covered entity. If the software vendar needs
aacess to such PHI, however, it would be a
business associate.  This stuation could arise
when a software venda hosts the software
containing PHI on its own server or accesses
PHI when troubde-shoding. When an
employee software vendor (or other
contrador) is dationed primarily on site & a
covered entity, that person may be treded as a
member of the @vered entity’s workforce,
rather than as a businessassociate.

Use and Disclosure for Treatment, Payment

and Health Care Operations

The Guidance highlights the government’s intent
to avoid interfering with an individual’s accessto
quaity health cae and the dficient payment for
such hedth care, and povides the following
examples:

A hospital may use PHI to provide hedth care
and to consult with ancother hedth cae
provider.

A hedth care provider may disclose PHI as
part of a daim for payment to a hedth pan.

A hedth plan may use PHI
customer service to enroll ees.

to provide

A primary care doctor may send a patient’s
medica record to a speciaist who reals the
information to trea that patient.
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A hospital may send a patient’s hedth care
instructions to a nursing home to which the
patient is transferred.

A doctor may send an individud’s plan
coverage information to a laboratory that
needs the information to hll for services
provided at the request of the doctor for that
individual.

A hospital emergency department may give a
patient's payment information to an
ambulance service that transported andor
treaded that patient so that the anbulance
servicemay bill the patient.

A hedth care provider may disclose a
individual’s PHI to a health plan for the plan’s
Hedth Plan Employer Data and Information
Set purposes, as long as the health pan had o
has a relationship with that individual.

The Guidance dso highlights the foll owing:

If a State law requires consent to the use or
disclosure of PHI, the Privacy Rules does not
prohibit a covered entity from obtaining that
consent.

The Privacy Rule does not change informed
consent and consent for treatment laws
because the Privacy Rule relates to the use and
disclosure of PHI and nd to consent to
treament.

A pharmadst can use apatient's PHI withou
written consent to fill a prescription that was
telephored in by the patient’s doctor as this
useisfor treament purpaoses.

Hedth care providers to whom a patient is
referred for the first time can use that patient’s
PHI to set up appantments and schedule
surgery because this use is for treament,
payment or hedth care operations.

* A hedth care provider may consult with ather
providers withou a patient’s authorization for
treament purposes.

* A pharmadst may provide advice over the
courter to a austomer.

» Patients may have afriend a family member
pick up pescriptions, bu a pharmadst shoud
use professonal judgment and experience to
make reasonable inferences abou the patient’s
best interest.

» Thedisclosure by an eye doctor to a distributor
of contad lenses to confirm a @ntad lens
prescription is a permitted treatment
disclosure.

* A covered hedth care provider can dsclose
PHI to a professona liability insurer or a
similar entity to oltain o maintain medicd
liability coverage or to oltain benefits from
insurer because such dsclosures are for hedth
cae operations.

Marketing

The Guidance makes the following observations
regarding marketing under the Privacy Rule:

* A hospital may use its patient list to annource
the arival of a new spedalty group or the
aquisition d new equipment through a
genera maili ng.

* A pharmacy or other hedth care provider can
mail a prescription refill reminder. A
prescription refill reminder does not become a
marketing communicaion even if athird party
pays for the reminder; the receipt of
remuneration daes not transform a treament
communicaion into a cmmercial promotion
of aproduct or service.

 Communicaions abou replacenents of, or
enhancements to, a hedth pan are not
marketing. For example, a hedth plan can
mail i nformation abou Medicare supdemental
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insurance to its subscribers approacing
Medicare digibili ty.

* Notices abou changes in deductibles, co-pays
andtypes of coverage ae not marketing.

The definition d marketing aso excludes value-
added items or services if the communication is
hedth-care related and the items or services
demonstrably “add value” to the plan’'s
membership. A managed care organization may
offer its members a spedal discourt for eyeglasses
withou prior authorization if the discourt is only
avail able to members, and nd to consumers on the
open market. If members could oltain the
discount diredly from the eyeglass sore, an
authorizationwould be required.

Communicaions in conredion with case
management, case @ordination a
recommendations abou aternative treaments,
therapies, health care providers or settings of care
conducted by or on behalf of a wvered entity are
not marketing. Thus, a hospita’s wellness
department could send flyers about its weight loss
program to all obese hospital patients over the past
yea, even if those indviduas were not
spedficdly seen for obesity when they were & the
hospital. Communicaions that promote hedth
generally, such as annual mammogram reminders
or organ doretion cards, do nd med the definition
of marketing and do na& require prior
authorization.

A communicaion daes not require a
authorization, even if it is marketing, if the
communicaion caceurs face-to-face or involves a
promotional gift of only nominal value. Examples
of faceto-face mmunicdions or gifts of
nominal value ae:

* A hospita providing afree padkage of formula
and aher baby products to new mothers upon
discharge;

* An insurance agent selling insurance padlicies
in personto a aistomer;

* A hedth plan sending its subscribers pens
embaossd with the hedth plan’slogo; and

* A physician providing
pharmaceutica samples.

patients free

The Guidance notes that the marketing provisions
of the Privacy Rule do nd amend, modify or
change ay other rule or requirement to authorize
any adivity or transaction currently proscribed by
Federal or State law. Thus, while a
communicaion may not require patient
authorization lecause it is not marketing, the
arrangement nevertheless may violate other
Federal or State law.

Public Health

The Guidance provides helpful information
regarding disclosures for pulic hedth adivities
uncer the Privacy Rule. On the whale, covered
entities doud interpret this part of the Privacy
Rule & encouraging full and timely disclosure. In
particular:

* A hedth care provider or other covered entity
neal na obtain permisson from a patient
before natifying pulic heath authorities of
the occurrence of areportable disease.

» The Guidance amphasizes the permissve
nature of the Privacy Rule's puldic hedth
disclosure provisions. Covered entities are
advised to continue aurrent voluntary reporting
pradices germane to pulic hedth and safety.
Disclosures for puldic hedth puposes
pursuant to State or other law are permitted.

* Fadadly identifiable PHI may be disclosed
when nreeded for public health pupaoses.
Where the reporting is not required by law,
such disclosure of PHI must comply with the
minimum necessary standard.

e For matters relating to FDA-regulated
produwcts, a cvered entity may report PHI to
any person a entity identified on a product
label or in literature accompanying a product,
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or to a ontad listed in ancother widely-used
information source  These disclosures are
permitted even when the link between the
product and an adverse event is only
suspeded. The disclosure, however, must be
only that which is minimaly necessary to
make areport.

Hedth care providers may disclose PHI to the
individual’s employer withou the individua’s
authorization, bu only under the following
limited, employment-related circumstances:
the hedth care provider must provide ahedth
cae service to the individual at the request of
the individua’s employer, or as a member of
the eamployer’s workforce (e.g., as a staff nurse
or physician), or the hedth care service must
relate to medical surveill ance of the workplace
or awork-related ill nessor injury. Finaly, the
employer must have aduty to keep records of
such matters under Federa or State law (e.g.,
OSHA). In al other circumstances, disclosure
to the individual’s employer would require an
authorization.

Resear ch

The following clarificaions are included in the
Guidanceregarding research:

Where the Privacy Rule, Common Rule and/or
the Food and Drug Administration's human
subjead  protedion regulations  (FDA
Regulations) apply to a research study, all
appli cable regulations must be foll owed.

The authorization required by the Privacy Rule
is for the use and dsclosure of PHI for
research puposes, wheress the informed
consent required by the Common Rule and the
FDA Regulationsisto consent to participate in
the research study. The aithorization may be
combined with the required informed consent
into asingle form.

If a researcher is a member of the wvered
entity’ s workforce, the researcher can use PHI
to identify and contad prospedive research

subjeds. If nat, the reseacher canna contad
prospedive research subjects withou prior
authorization a waiver of authorization.

A limited data set that omits gedfied dred
identifiers may be used and dsclosed if a data
use agreement is exeauted. Unlike de-
identified information, the use and dsclosure
of a limited data set remains subed to the
Privacy Rule.

It is unlikely that information maintained by a
researcher would condtitute a “designated
record set.” Therefore, individual access to
PHI maintained for reseach puposes may be
limited.

A researcher, who condwts a dinicd trid
invalving the delivery of hedth care services
and transmits information eledronicaly in
conredion with a transadion covered by
HIPAA’'s €lectronic transadion standards
would be a overed entity, and research
participants would have a right to accesstheir
PHI.

An individua’s right of aacessto PHI may be
suspended while aclinicd trial isin progress
provided the participant agreed to the
suspension when consenting to participate in
the dinicd tria. The participant must be
informed that the right of access will be
reinstated at the end d the dinical trial.

Disclosures for Workers Compensation

The Privacy Rule permits covered entities to
disclose PHI to workers' compensation insurers,
State alministrators, employers and aher persons
or entities involved in workers compensation
systems, in the foll owing circumstances:

To comply with workers compensation laws
or similar programs established by law that
provide benefits for work-related injuries or
ill ness

Asrequired by State or other law; and
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* For purposes of obtaining payment for any
hedth care provided to injured or ill workers.

Covered entities may reasonably rely on the State
or pubic official’s request for information as the
minimum necessry for the intended pupose.
Covered entities may disclose PHI for such
purposes to the full extent authorized by State or
other law. Covered entities may also dsclose the
type and amourt of PHI necessary to recave
payment for any hedth care provided to an injured
or il worker. Covered entities oud nd,
however, disclose PHI to employers for workers
compensation puposes withou the individual’s
authorization, urless sich dsclosure is required
under State law.

The Guidance dso highlights the foll owing:

* Individuds do nd have a right under the
Privacy Rule to request that a vered entity
restrict a disclosure of PHI for workers
compensation puposes when that disclosure is
required or authorized by law.

» A covered entity may disclose PHI withou
authorization to adjudicae a workers
compensation claim.

* Written releasses from the worker required
under workers' compensation laws must be in
the form of an authorization that meds the
requirements of the Privacy Rule.

Notice of Privacy Practices

With resped to the Notice of Privacy Pradices
(Notice), the Guidance provides the foll owing:

* Dired treatment providers, cther than in
emergency situations, must provide the Notice
a or before the first service delivery date, and
must make a good faith effort to oltain a
written acknowledgment. Hedth plans do nd
need to olxain awritten acknowledgment.

* When the first treagment encourter is not face-
to-face, providers may mail the Notice and

provide atear-off shed to be returned as an
adknowledgement.

Covered entities may distribute their Notice
through the mail as part of other maili ngs.

Hedth pans may distribute the Notice with
the distribution & Summary Plan Descriptions.

The Notice may not be cmbined in a single
document with an authorization form.

Where the Notice is delivered eledronicaly,
an eledronic return receipt or other return
transmisson is considered valid written
adknowledgment.

Business asociates do nd need to crede a
Notice, bu their uses and ddosures of PHI
must be onsistent with those of the cmvered
entity.

Participating members of an OHCA may rely
onasingle Notice Provision d the Notice by
any covered entity participating in the OHCA
satisfies the requirement for al. But, where
members of an OHCA use individua Notices,
then ead covered entity must provide it in
acordance with the Privacy Rule. Non-dired
treament providers participating in an OHCA
need nd obtain an acknowledgment of the
Notice

Hedth pans must provide the Notice only to
the padlicy hader or participant, and nd to all
covered dependentsindividually.

Hedth pans may distribute their Notices
through a plan administrator, bu if that person
fails to do so, the hedth pan will be in
violation d the Privacy Rule.

If the patient is a minor child, Notice ca be
given to the parent, guardian or person acting
inloco paentis.

When changes are made in the Notice a
revised Notice nead nd be maled o
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distributed. Rather, the revised Notice must be
provided uponreguest, and pcsted where the
provider has a physicd serviceddivery site.

Pharmaasts may have the austomer sign a log
bookadknowledging recept of the Notice

Gover nment Access

The Guidance indicaes that the Privacy Rule is
not a toad for the government to gain additional
aacessto individuals PHI and ndes:

The only new governmental accessto PHI is
granted to DHHS for the spedfic purpose of
enforcing the Privacy Rule. Such access is
limited to information that is “pertinent to
asceataining compliance” and is subed to
controls sfeguarding PHI.

The Privacy Rule does not crede a Federa
government database with al individuals' PHI.

The Privacy Rule does not provide abackdoa
alowing covered entities that are Federa
agencies or contractors to dsclose PHI that
would atherwise be proteded by the Privacy
Act of 1974. Such covered entities must
comply with that law as well as the Privacy
Rule.

Miscellaneous FAQs

OCR wraps up the Guidance with information
abou certain aspeds of the Privacy Rul€' s day-to-
day applicaion. Thekey points are:

Activities occurring before the Privacy Rule's
effective date (April 14, 2003, for most
covered entities, and April 14, 2004 for small
hedth pans) are not subjed to the Privacy
Rule.

The Privacy Rule wvers genetic information
when that information meds the definition o
PHI.

To the etent that a State, courty or locd
hedth department performs functions as a
covered entity (or hybrid entity), it (or, if a
hybrid entity, its designated component) must
comply with the Privacy Rule.

Generdly, a third party administrator
providing services to o acting on behalf of a
group hedth pan is not a wvered entity. It is
a businessasxciate of the grouphedth pan.

Guidanceis provided to determine if a hedth
plan mees the $5 millionin annual recepts for
“small hedth plan” status under the Privacy
Rule. For ERISA group ledth pans that do
nat report recepts to the IRS, proxy measures
are dlowed and a link to further information
on these rules can be found at
http://cms.hhs.gov/hipaahipaa2default.asp.

Oral communications are not included in an
individua’s designated record set, unessthey
are transcribed or taped and wed to make
dedsions abou the individual. Ora
communicaions of disclosures (e.g., oraly
reporting an individuad’s communicable
disease to a puldic heath authority) must be
documented as required by the Privacy Rule.
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Honigman Miller Schwartz and Cohn’s HIPAA Compliance Team

Honigman Mill er Schwartz and Cohn has assembled a HIPAA Compliance Tean, led by the attorneys listed below
from owr Hedth Care and Employee Benefits Departments, and has developed a number of todls to facilitate
compliance. We stand ready to help with any asped of your compliance planning, from developing a compliance
chedlist to drafting or reviewing Notices of Privacy Practices, policies, contracts, forms and aher documents needed
under the Privacy Rule, and assessing legal requirements beyond the Privacy Rule (i.e,, State law and aher
requirements). We would be delighted to answer your questions or otherwise asist you and your colleagues in this
important process.

Nicole Bogard 313465-7398 ndb@honigman.com
Michaedl Friedman 313465-7388 mjf@hongman.com
CynthiaF. Reaves 313-465-7686 cfr @honigman.com
LindaS. Ross 313465-7526 |sr@honigman.com
Valerie Rup 313465-7586 vsr@hornigman.com
Gregory R. Schermerhorn 313465-7638 gvs@horigman.com

Honigman Miller Schwartz and Cohn LLP is a genera practice law firm healquartered in Detroit, with additional
offices in Bingham Farms and Lansing, Michigan. Honigman Miller's staff of more than 175attorneys and more than
300 support personnel serves thousands of clients regionaly, nationally and internationally. Our hedth care
department includes the sixteen attorneys listed below who pradice heath care law on a full-time or substantialy full -
time basis, and a number of other attorneys who practice health care law part-time.

William M. Cassttta Patrick LePine Chris Rossnan
Zadhery A. Fryer Stuart M. Lockman Valerie Rup

Gerald M. Griffith Michael J. Philbrick Julie Schuetze
William O. Hochkammer CynthiaF. Reaves Margaret A. Shannon
Ann Hollenbedk Julie E. Robertson

Carey F. Kamowitz Linda S. Ross

Our employee benefits department includes the eight attorneys listed below who practice enployee benefits law on a
full-time basis.

Nicole Bogard Gregory R. Schermerhorn Brock E. Swartzle
Michadl J. Friedman Rebeaca L. Sczepanski LisaB. Zimmer
Mary Jo Larson Sherill Siebert

For further information regarding any of the matters discussed in this newsletter, or a brochure that more specificdly
describes our practices in health care law or employee benefits law, please feel free to contact any of the dtorneys
listed above by cdling our Detroit office d (313) 4657000, ow Bingham Farms office & (248) 566-8300 @ our
Lansing officeat (517) 484-8282.

Honigman Mill er Schwartz and Cohn's HIPAA Law Focus is intended to provide information bu not legal advice
regarding any particular situation. Any reader requiring legal advice regarding a specific situation should contact an
attorney. The hiring of alawyer is an important decision that should not be based solely uponadvertisements. Before
you cedde, ask us to send you free written information about our qualifications and experience  Honigman Miller
Schwartz and Cohn also publishes news and client letters concerning antitrust, employee benefits, employment,
environmental and tax matters. If youwould like further information regarding these pulications, please mntact Lee
Ann Jones at (313) 4657224, ljones@horigman.com or visit the Honigman Miller Schwartz and Cohn web site &
www horigman.com
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